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I1.

Annex to the letter dated 17 April 2003 from the Permanent Representative of
Poland to the United Nations addressed to the Chairman of the Committee

Report to the Security Council Committee established pursuant to
resolution 1267 (1999)

Gengral observation;

Some information requested by the Security Council Committee established pursuant
to resolution 1267 (1999) was submitted a'ready to this Commitiee in Poland’s previous
report or in relevant reports submitted to the Counter Terrorism Committee (CTC),
established pursuant to resolution 1373 (2001).

Where appropriate, this report refcrs ic the above-menticned information by indicating
the specific reports, in which it was conveyed, as well as pointing out the excerpts thereof,
which are contained in the appendix to the present report, in accordance with the guidance
formulated by the Committee,

At the same tims this report inciudes information on new developments in the area of
the 1267 Committee’s mandate.

With the view to facilitating the assessment of the information by the Committee,
paragraphs used in this report refer to relevan: questions contained in the guidance referred to

above,
Introduction

1. No activities of persons and organisations described ir the Guidance were detected or
reported in the territory of Poland,

Consolidated list

2. The 1267 Committee's List, wita all its updates is on a timely basis oansmitted to rclevant
police, immigration control, customs and consuler authorities and is being impiemented
within their respective competence on the basis of existing legal provisions and
administrative arrangements.

3. No major problems were encoumered in the implementatior. with regard to rames and
identifying information as cwrrently included in the List. There were only indications,
especially from ficancial authorities, that some verification or confirmation of the List is
needed by the Minister of Foreign Aflairs, who has been suthorised by the Council of
Ministers to act within the area of the implementation of the sanctions regime, in order to
avoid possible suits of persons includad in the List as to the legality of meesures taken
against them. The issue has been deall with through internal consultarions and this is no

problem anymore.

4. No designated individuals or enfities were identifled inside Polish territory by Polish
authorities,
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5. Government of Poland does not possess any names of individuals that have not been
included in the List.

6. No such lawsuit or legal proceedings against our aciivities have been brought in relation
to the List.

7. No individual from the List has been identified as national or resident of Poland. Thero is
no additional informatior about any new persons that are nationals or residents not
included in the List,

-

Existing legal provisions and administrative arrangements, as well as legal sanctions,
provide sufficient legal basis to prevent emuties and individuals from recruiting or
supporting Al-Qaida members in carrying out activities in Poland and to prevent
individuals from participating in Al -Qaida training, The appropriate excerpt of the Penal
Code is attached.

III. Financial and economic assets freeze

9. The domestic legal basis to implement the asset freeze required by the resolutions 1267
(1999) and 1390 (2002} is the law of 22 September 2000 on counteracting introduction
into financial circulation of property values derived from iilegal or undisclosed sources
and on counteracting financing of terrorism (as amended). The information on the
implementation of that law is included in the First and Second Suppiementary Reports of
Poland to the Counter Terrorism Commiitee (sec eppropriate excerpts of these Reports
attached berewith). Polend has also ransmitted to the CTC portions of its legislation in
English (both the amendments proposed by the Government and consolidated text of the

appropriate law).

The said excerpts from the Reports of Polard to the CTC illustrate alsc how Poland
arrived at the legal regulations in fcrce in this area.

New developments:

The process of ratification of the International Convention for the Suppression of the
Financing of Torroriam, 1999 is at its final stage. The law authorising the President of the
Republic of Poland was adopted by the Parliament and it entered into force on 29 March
2003. Instruments of ratification have been submitted to the President for signature.

10. The central institution to deal with such problems is the General Inspector for Financial
Information, who possesses the rank of the Under-Secretary of State (Vice Minister) in the
Ministry of Finance, acting on the basis of the law of 22 September 2000 on counteracting
introduction into financial circulation of property values derived from illegal or
undisclosed sources and on couaterasing financing of terrorism.

Its competence includes: obtairing, collecting, processing and analysing information
in ways defined in the law as weli &s undertaking activities aimed at preventing the
introduction to the financial trade of propertv values originating frem illegal or
undisclosed sources as well as preventing the ficancing of terrorism, and especially:
analysing the course of transactions, which the Gereral Inspecior has teen notified of in
line with the principles defined in the applicable law, carrying ocut of the trunsaction
suspension or the bank account suspension procedure, passing to the institution obliged of
information about entities justifiably suspected of huving connections with terrorist acts,
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11.

drawing up and handing over to appropriate authorities of documents justifying the crime
suspicion, initiating and undertaking other activities aimed preventing the using of the
Polish financial system to legalise revenue originating from illegal or undisclosed sources,
including the training of the personnel of the institutions obliged with respect to tasks
imposed on those institutions, controlling the compliance with the applicable law, co-
operating with foreign institutions dealing with preventing the introduction to financial
circulation of property values derived from illegal or undisclosed sources or preventing
the financing of terrorism.

The said law introduces the notion cooperating institutions, which include
prosccutor offices, institutions of financial supervision (in the sphere of banking, stock
exchange, etc.). They co-operate with the Inspector on & national level. ‘

Tke information connected with the introduction to the financial circulation of
property values derived from illegal or undisclosed sources, as well as with the financing
of terrorism may be made available by the General Ihspector to foreign institutiois oz the
basis of mutual favour in ways defined in bilateral agreements concluded by the General
Inspector. Likewise, the Inspector is obtaining relevant information from its counterparts
abroed, internationai orgarisetions and icstitutions and foreign governments,

The details of the measures the banks are obliged to undertake are contained in the law

referred to in paragraph 10 and more specifically in puragraph 14, In order to preserve
concise nature of this Report, for more details sce consolidated text of the law, which is

available at CTC website.

12. No assets of persons or entities have been frozen. There were some investigations initiated

in particular cases, but they did not prove to bs connected in any way with terrorist
activities. Poland informed on the said investigations ir its First Suprlementary Report to
the CTC (see appropriate excerpt).

13. Consequeatly, no funds, financial assets or economic assets have been released.

14. The outline of the legal basis Las been provided for in the appendix in relation with

peregraph 9 of the present Repon (the law mentioned there also applies to the movement
of financial assets), as well as in parsgraph 10,

The law mentioned in paragraph 10 introduces the concept of “obliged institutions™, It
includes: banks, oranches of foreign banks, brokerage businesses, banks doing brokerage
and other non-bank en-ities that do brokerage by virmue of the law State Securities Deposit
S.A. ertities dealing with lottery games, betting and pinball games, insurance compenies,
central offices of foreign insurance companies, investment funds, investment fund
aasociations, collective savings and credit banks, Polish Post, notaries public, residents
maintaining foreign currency exchange businesses, entrepreneurs maintaining: auction
houses, antique shops, conducting leasing and factoring activites, activity in the area of;
trading noble and semi-noble metals and precious and semi-precious stones, second-hand
sale, pawning or mediation in real-estate sales,

The obliged institution, acceptng instruction or crder from customer to make
transaction whose equivalent cxceeds EURO 15,000, shali register such a transaction, also
in the event the wansaction is made by way of more than one operation, whose
circumstancee indicate that the operations may be connected.

The said institution identifies customers when receiving instruction or order to make
transaction based on documents presented at making inwruction or order to perform
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transaction or at concluding an egreement with the customer. The obliged institution shall
record the data from identity document or passport, name, surname, Citizenship and
address of the person making the trensaction as well as of the social security number in
case of presenting the identity document or the country code in case of that person
preseating passport.

If it follows from the circumstances of the transaction that the person performing it
does pot act in their own name, the institution obliged shall strive at identifying the
entitics in the name of which or for the bencfit of which the person making the transaction
is acting,
The institution shall, within 3¢ days from the date of the commencement of jts
activity, submit to the General Inspector & written potification about its activity containing
the name (the company name) or the name and surname, the registered offices, the
address, the REGON number (the company statistical rumber) and the definition of the
type of the activity conducted.

The institution obliged makes available the information rolating to transactions
coming under the regulations of the act immediately, also on the written request of the
General Inspector. Such availability conmsists perticularly in handing over information
about the parties involved in the transaction, the contents of the documents, including
documents concerning the balances and the transactions made withir. an accouat, handing
over certified copies of the above documents or making particular documents available for
viewing by the authorised employees of the unit mentioned in Art. 3, Item 4 In order to
make notes or copies.

Information about transactions shall contain in particular the following data: date and
place of transaction, name, surrame, citzenship, address, social sccurity number or
country code as well as features o' the document based on which the person making the
transacticn has been identified, amcunt, currency and type of trazsaction, number of the
account used to make the transection as well as data conceming the owaer or the disposer

‘of that account, dats of the natural person, the legal person or the orgenisational unit
without legal identity on behalf of whic1 the wansaction has been made, name, surname
or company name and address ¢f' the transaction’s payee, justication in the case of
handing over transactions.

The law introduces criminal sanctions (imprisonment up to 3 years) for those who
acting on bekalf or in the interes: of the institution obliged, who does not fulf§l the
following obligations: w register transactions or to keep transaction registers and
documents relaing to transactions, to identify the customer in accordance with
procedures established in the law, or 1o store information subject to identification, to
notify the financial information body about wansaction or about maintaining an account
for the particular perscn, to suspend the transaction or to block the account,

Moreover, anyons acting un behalf of or in tho interest of the institution obliged, who,
in contravention with the law, discicses information coliected based on the agthorisation
issuing from the present Law to urauthorised persons, account owners or persons the
transaction relates to or who uses that information in ways conflicting with the provisions
of the present Law, shall be subject to the same punishment.

As 1o the issues mentioned in 14, [ifth subparagraph (“hawala"-type systems and
charitable organisetions — see appropriete excerpts from the Sirst and Sccond
Supplemen:ary Reports to the CTC.
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Iv.

New development.

The officers of the Buresu of the General Inspeclor for Financial Information
participate in regular training organised by FATF, which is focused mainly on the sald
phenomena.

Travel ban

15, This 13 regulated by the law of 25 June 1997 on aliens. Acticle 13 par. 1 [4) of that law

stipulates that alien may be refused visa or entry in the territory of the Republic of Poland
if that there is reasonable suspicion that the alien engages in terrorist activity, participates
in such an activity, organises it or is member of terrorist organisation. Additionally Article
13 per. 1 (5) stipulates that an slien may be also refused visa and entry if there is a
reasonable suspicion that he carries through the border, without required permission,
armms, munitions, explosive materiais, radioactive materials or drugs or psychotropic
substances, participates in such an activity, organises it or is member of an organisation
engaged in such an activity.

An alien may also be denied cctry to Polard if his entry or stay is undesired due to
the obligations resulting from the provisions of ratified international treaties to which
Poland is party (par. 1 (8)) or if he is undesired due to other threat to national security and
defence or due to the need to protect public order.

The Chairman of the Office for Repatriation and Aliens is, on the basis of the said
law, the competent suthority to maintain the list of undesired persons. The list, which is
updated on a timely basis, is ransferred to the dipiomatic missions and consular offices of
Poland abroad. Every visa application is verified with the jist and undesired persons will
be denied visa or permit for eniry. The co-operation between competent authorities
ensures strict implementation of requirements of the resolution in this matter.

Fer the same reasons, or the basis of Articie 52 par. 1 4) the alien may be expelled
from the territory of Poland, on th: basis of administrative decision issued by competem
authority.

New developments.

Poland is preparing for the incorporaton of ‘ts database on aliens in the Schengen
Information System (SIS). As from the membership of Pcland in the Ewopear Union
there will be & special aational segment in the SIS, iztegrated with other Member States.

16. The names of the listed individuals have bzen incleded in the “siop lint” and border

checkpoint list.

17. Whenever new List is communicated to the Polish Gevernment it is immediately sent to

competent sutboriiies for impiementatior. Very frequently information on suspected
persons is obtained from other sources as there are arrangements for direct co-Gperation
between competent ministries and border control authorities with several, especially
neighbouring countries. Polish authorities possess capability to search the List and other
database usirg electronic means at all entry points.

18. None of the listed individual has been stopped at Polish border points or while wansiting

Polish territory.

19. The List has been incorporated in the reference base of the Polish consular offices abroad

on the basis of the information obtained from the Ministry of Foreign AfYairs and the
Ministry of the Interior. In case such person appears before consular officer there is
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requirement to report such case to the Ministry. According to visa issuing authoritics there
were no individuals, whose names appear on the List among visa applicants.

V. Arms embargo

20. For measures in place to tackle the problems mentioned in paragraphs 20, 21 end 22 of the

Guidance- see appropriate excerpt from the First Supplementary Report w0 the CTC as
well as Information on practical implementation of such measures attached i1 exterso as

provided for with the initial Report tc the CTC.
21. See paragraph 20.
22. See paragraph 20.

23. For measures in place to tackle the problems mentionsd in paragraph 23 of the Guidance-
scc appropriate excerpt from the Supplemsntary Report to the CTC.

VI. Assistance and conclusion

24. Poland has always been ready to share its expertise with other countries if such a need
arises. The most effective way is to do so through direct working contacts betweea focal
points responsible for combating terrorism. Within such an exchange of expertise Polish
Ministry of Foreign Affairs has been approached several times by the representatives of
the countries ia the region and these contacts are maintained.

The possibility of expanding cur assistance is under consideration.

25. As it was shown, especially in the Reponts o the CTC, Lnplementatioa of financial
sarctons regime posed some problem to the Polish administration. Since its establishment
General Inspector for Financial Information is co-operating with appropriate interrational
organisations and i:. :jtutions and cther governments to develop qualifications and skills
of its staff. It also .. ,uld be noted that many ectivides related to the capacity building has
been done also in connection with the preparation of Poland for the memberstip in the
European Unior.

Along the implementation of specific laws in Poland we will signal to the Commitiee
specific needs for further assistance.

26. The Government of Poland staads ready to provide the Commirtee with any additional and
detailed information or explacstion in relatior. with this Report, if need arises.
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Appendix

Ad.§

Art. 258. § 1. A person who participates ir organised group or association, which aim

is to commit crimes shail be seatenced to imprisonment for up to 3 years.

§ 2. If the group or association referred to in § 1 is of military nature the perpetrator

shall be sentenced 0 imprisonment for 3 months up to 5 years.

§ 3. A person who establishes the group or association referred to in § 1 or 2 or

manages such & group or association shall be sentenced to imprisonment ffom 6 months
up to 8 years.”

Ad. 9. first subparagraph
(from the First Supplementary Report)

~DRrs 1

Please could Poland outline in more detail the relevant portions of the lawa
mentioned in the first paragraph of the section of the report referring to this Sub-

paragraph.

The problem of suppression of the financing of terrcrism has become one of

the most important in light of the operative provisions oi the resoiution 1373 (2001).

In order to ensure full and comprehensive implementation of the provisiors of that

resolution relating 1o flnancial measwres, the Government of Poland has submitted to

the Lower House of the Parliament in March 2002 the dreft law amending the law of

16 November 200C on counteracting introduction to financial circulation of property

values derived from illegal or undisclosed sources. Translation of the draft law into

English is attacked to this Information.

The most important amendmeunts connected with the coumteracting to the
flnancing of terrorism Include:

1) proposal w add in Article 2 items 6 and 7, facilitating to the General Inspector for
Financial Information blackade of accourts and definition of the term “terrorist
act”, in the following wording:

- '6) secount dlockade - is urderstood as a temporary hindrance in controlling or
using all property values collected oz an account, including by the institution
obliged,

- 7) a terrorist act - is uaderstocd as a crime against peace, humanity and war
crimes, crunes viclating the genera! safety and crimes defired in Articles 134 and
136 of the Penal Code,”

It should be noted that the nction of ,account blockade is by its nature
{dendcal with , freezing of account” used in rescludon 1373 {2001) and other relevant
Security Courcil resolutions

2) proposal 1 add after Article 16 2 new Article 16a, which relates to the transfer by
the Generai Inspector for Financial Information 1w oblged institutions
communications oa persons, suspected of assisting or participating in the
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perpetration of terrorist acts. This Article facilitates the initiation of procedure of
blockade of financial means on the account. It has the following wording:

“Art. 16a.1. The General Inspector, on the basis of the information held,
shall hand over to the institution obliged information about entities justifiably
suspected of having connections with terrorist acts.

2. The institution obliged skall immediately notify the General Inspector about
the fact of maintaining an acoount of an entity mentioned in item 1 as well as of
ransactions in which that entity appears as a party.’®

3) proposal to modify Article 3 section 3 concerning exchange of information
between General Inspector - Finencial Information and his foreign equivalents,
which aims at improving the performance of tasks imposed on Inspector by the law,
The proposed Article has the following wording:

‘5. The information connected with the introduction to the financial circulation
of property values derived from illegal or undisclosed sources, as well as with the
financing of terrorism may be made available by the General Inspector to foreign
ipstitutions mentioned in Article 4, point 7 on the basis of mutual favour in ways
defined in bilatera! agreements concluded by the General Inspector.’,

4) Modification of the title of the law. If accepted by the Parliament it would
read as follows: “on counteracting introduction to financial circulation of property
vaiues derived from illegal or undiszlosed sources and on counteracting financing
terrorism”,

Complemented by the said proposed amendments the law, which scope and
application was described in general terms in the Report of Poland submitted to the
CTC on 21 December 200} will become solid basis for smooth and effective
implementation of fiaancial reswrictions.”

(from the Second Supplementary Report)

“Paragraph 1.3

The law amending the law of 16 November 2000 on counteracting inroductior;
into finamcial circulation of property values derived from ilegal or undiscloses
sources was passed by the Parliament or. 27 September 2002. It entered into force on

29 November 2002.

In accordance with the amendment the current title of the law is: “on
counteracting introduction into financial circulation of preperty values derived from
illegal or undisclosed sources and on counteracting financing of terrorism”. The copy
of trans’ation of the uniform text of the law is aftached to the present Report. Some
expressions used in the trarslation may differ from the ierminology used in the
previous Reports submitted by Poland. Nopetheless, the attached text could serve as s
refarence for future consideration by the CTC. Uafortunately, this translation is not
available in electronic form yet. The iast three articles of that Jaw are transitional ones,
incorporated from the amending law.

Earagraph 1.4,

Before the enuy into force of the amendmens to the law referred to in
paragraph 1.3, the competencies, which are now with the Genera! Inspector of
Financial Information, were discharged by Prosecutor’s offices or State Protection
Office (not “Prosecution Office” as it is stated in the CTC’s comments) on the besis of
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10

the Penal Proceedings Code. The said institutions are vested with invesigation
competencies, both in relation with ordinary crimes, as well as those threatening the

security of the state.
Since the amendment of the Law of 16 November 2000 is already in force, the

Government wishes to confinn that all the mechanicms pointed out by the CTC
(namely the freezing of assets, investigaticn and the initiation of proceedings — distinet
from seizure or forfeiture on conviction) are provided in the amendment and are in
force already.”

Ad. 14, fith subparagraph

(from the First Supplementary Report)

“In accordance with Article 18 (3) of the Penal Code, wheever, with an intent
tkat another person should commit a prohibited act, facilitates by his behaviour the
commission of the act, particularly by providing the instrument, means of trangport, or
giving counsel or information, shall be liable for aiding and abetting. Furthermore,
whoever, acling against a partcular legal duty of preventing the prohibited act,
facilitates its commission bty another person through his omission, shall also be liable
for aiding ard aberting.

In accordance with Articie 19 (1) of the Penal Code the court will decide on
penaity for aiding within the limits provided for the perpetration.

Taking into account the foregoing, the Poiish legal system allows for
prosccutios: and punishment of individua! financing the perpetrator of a crime. It
relates boil to persons acting individually and persons committing actions in the
institutions carrying out public activity.”

(from the Second Supplemeniury Rerors)

The charitable activities may be carried out by ratner broad spectrum of
institutions. These may include associations, foundations, -eligicus bodies, etc. Hence,
the requirements relating to the registraticn of such bodies are contained in various
lcgal acts, ¢.g. Law on associations of 7 Apri] 1989, Law cn foundations of 6 April
1984, as well as In laws concerning churches and religioas unions or agreements
concluded between e Govermment and such religious institutions. As to the
requiremer.ts of registration, financial and property requiremer:s the provisions of the
Law on associations will apply to the latter accordingly.

Law on associations contains gsueral requirements relawed 1o the registration.
These requirements are similar in the cases of other bodies. The assaciation is subject
to the entry into National Court Register, The register court, after the consideration of
the request for registration, issues a decision on registration of the association when it
founds that its statuce is consigtent with the legal provisions and the founders mect the
requirements prcvided for in the Law.

The surveillance over the associations is carried out by representative of the
Government in the wojewodstwo (province) being the umt of administrative division
of Polard — in case of associations of units of territorial self-government or by head of
regional administration - in case of other associations, competent for the registered
office of particular association. The impor:ant is that the provisions of the Law do not
prejudice rights and competzncies of prosecutors resulting from other laws.
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In case of foundetions, they may indicate minister competent for the purposes
of that foundaian, who may discharge the functions of surveillance organ.

The court, upon request of surveillance organ or prosecutor may, as one of the
meesures, dissolve the association, if its activity shows gross or repeated breach of the
law or provisions of its statute. Prosecutor may institute ordinary proceedings, within
its competence related to the breaches of law, committed by the association.

Right of association, whick is enshrined in the Constitutior, may be subject to
limitaticns introduced only by law, which are requirec for the assurance of interests of
national security or public order as wel! as protection of health or public morality or
protection of rights and freedoms of other persons.

The law applies to aliens as well The aliens having residence in the territory of
the Republic of Poland may agsociate in accordance with the provisions applicable to
Polish citizens, The aliens, who do not have residence in Poland may integrate
associations, if their statutes envisage such a possibility.”

Ad. 12

“The examined cases relsted above all 1w criminal ‘errorism with domestic
nature. No procedural material indicating connections of organised criminal groups or
individuals with international terrorist groups or internationa! terrorism were found.

In one case conceming the intent to introduce to the trade of considerable
amount of financial means the initiated investigation has been suspended, pending the
responss from the Federal Republic of Germany. It followed from the notice of one of
the banks directed to the General Inspector for Financial Information (on the “sasis of
article 16 of the Law of 16 Nevember on counteracting introduction into financial
circuiation of property values derived from illegal or undisclosed sources) that on the
dey of the said notice a cusiomer appeared in the bank, who offered the sale of
38C.000.000 Kawuiti dinars =t a very lowesed exchange rate. He cxplained that
exchange rate by uncertain econoric sitwation of Arab states after terrarist attacks in
the USA. He acted as a representative of a company with registersd place of business
in Germany. The currency had to be wansferred to the Polish bark and thereafer to ar
account in Germany. The said iodividual also offered the repurchase of that bank o’
300 cheques a: 2000 USD each issued by one of the banks in the United States. The
“ransaction has not been finalised due 0 refuse by the bark of the said offers.”

Ad20.2] apd 29
(from the First Suppiemeniary Repert -0 rhe CTC

*“The report on pracdce’ administration of the law of 29 November 2000 on ths
control of sxtemai trade in goods, rechnologies and services of strategic importance
both for stawe security and for the keeping of itemnationa: peace and security has been
already grovided to the CTC as Appendix 2 to the Report of 21 December 2001. Since
the time of submission of the report 10 new circumnstances cr modifications occured.

The obligadon to adopt the Law of 22 Jurie 20C] or the implementation of the
Convention on the Prokibidorn of the Development, Productior, Stockpiling and Use
of Chemical Weapons and on Their Destruction (CWC followed from the Convention
‘tself, 25 a national measwee lo implement it Non-proliferation of weapons of mass
destruction, including chemical weapons remeains important priority of the foreign
policy of Poland. As a member of Anti-Terrorist Coalition Poland attaches grear
' 11
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importance to the Convention and its verification or ~ Organisation

Prohibition of Chemical Weapons (OPCW) in the Haguo, © & ooon for the

On the basis of the Law (following Article VI of CWC annual declarations are
submitted by National Authority, which is Minister for Foreign Affairs to the OPCW,
National limits for the production of toxic subsiances have been estsblished and
process of destruction of chemica! weapous has been finalised.

The cooperation between competent organs, determined in the Law, with
National Authority playing central role in this system, guaraniees full and strict
implementation of CWC. The Lew established a syster of verification and control,
cooperation with chemical indusuy, controi of cxportation and importation, conditions
of declarations, cooperation with customns insttutions and other control organs,
exchange of information between the Secretariat of the OPCW and Natonal
Authority, implementation of the CWC ir the chemical industry, This system is
adjusted to other legal provisions in force in Poland in the sphere of control of trade.

. There exist in Poland iegal mears and other arrapgements in force for
counteracting intemational terroris: in the sphete of nuclear materials (National
Aromic Energy Agency is responsible institution in this regard). The most important
act is the Regulation of the Council of Ministers of 31 July 200! on Physical
Protection of Nuclear Materials - pursuant to obligations under the Convention of
Physical Protection of Nuclear Materials (cpen for signarure in 1980 and ratified by
Poland on 3.03.1989) and 1o requir=ments for a State System for physical protection of
nuclear materials defined in tho recommendation INFCIRC/22S rev.4 of the
international Atomic Energy Ageacy. The Regulation requires from users of nuclear
materials that they shall be protecied according w principles of the IAFA.

Since 11 September 2001 more stringent procedures of physical protection
have been implemented in the facilites of the Institute of Atomic Energy.

Poland is bound by:

1. Treaty on the Non-Proliferation of Nuclear Weapone ratified on 8 March 1972,

2. Agresment veiween Poland and the Interrational Atomic Exergy Agency for the
epplicadon ot Safeguards in Couzection with the Treaty on the Non-proliferation
of Nuclear Weapcns - INFCIRC 179 ‘hased on the IAFA INFCIRT/153) which
cntered into force on 11 of October 1572 This dccument establishes the rules for
nuclear safeguards in Pcland.

3. Atomic Law of 29 November 2300 with further amendments, The Law requires
that activities involving use of radioactive materials shall be Licensed and requires
physical protection of nuclear materials.

4. Reguiaton of Council of Ministers of 31 July 2001 on Nuclear Materials
Acccuntancy pursuant to obligations comained in the Agreement on Safeguards
between Poland en the IAEA, raified in 1972 The Agreement smbodies main
obligation under Non-proliferstion Tresty concerning nuclear materials, The
Regulation requires from users strict accounting for quantities and types of nuclear
materials in use and admitting inspections according to requirements of the
accountancy systsm of the International Atomic Energy Agency.

3. Addidonal Protocol to the Agreement on Safeguards between Poland &nd the
IAEA (see No. 2 above) - 2s the INFCIRC 179 Add.l, which was ratified on 5
May 2000,

The Protocoi institutes system of declarations and inspections for entities
where activities having some relevance for nuciear ¢y<le are carried. Declarations
concern ¢.g, export of equipment and non-nuclear material listed in Annex I
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The Non-proliferation Section of the NAEA hosts a Point of Contact for
voluntary exchange of information with the data Sase of the IAEA on cases of jllegsl
transporting of nuciecar and radicactive materials.

_To combat illegal handling radioactive and nuclear materials a complex of
activities is carried:
8. preventioa (regulations concerning i.e. export controi of strategic goods),
b. detection {measurement instruments at border check points),
¢. training for officers of Border Guards and custom officers,
d. Co-operation with other state services (Police, Customs and other).”

Ad 2
(From the Second Supplementary Report to CTC)

“Imternelly, the controls applicable to the acquisition and use within Poland of
firearms and explosives are regulated by laws and executive regulations thereto, These
provisions are consistent with the European legislation.

Eirearms

The Law of 21 May 1999 or: arms and munitions detenmines detailed principles
of issuance and withdrawal of permits for erms, scquisition, storage, disposal and
deposition of arms and munitions, transport through the na:ional ierritory as well as
importation from and exportation abroad of arms ard munitions, as well as principles
governing the possession of arms and munitions by aliens.

The scquisition and possession of firearms is subject to special permit issued
by competent Police organ. The Law specifies cases where permits cannot be issued to
persons who do not meet specific requirements or infringed conditions and obligetions
set forth in the Law. The same conditions apply to the withdrawal of permits. Firearms
should be registered and the owner has o bave special document confirming
possession of arms. The provisions of the Law apply to aliens accordingly.

There are wpecific provisions in the Law relsted to possession of arms and
munitions in case of members of diplomaric missions and consuiar offices, other
persons with equal status, who can possess arms and munitions on the basls of
intemational agreements or the principle of mutuality. In this case the possession of
arms is subject to temporary permit issued by compewnt Police organ. The Law
contains pens! sanctions and provisions on seizure of arms and munitions.

There are executive regulations to that Law, which relste inter alia to: types of
especially dangerous arms and munitions in case of which permit may be issued;
medical and psychological examination of persons who apply for or possess permit;
mode| declaration of importation fom abrosd of arms and munitiors and procedure
for transmission of information to the Poiice on importation of arms and muritions by
customs services; procedure and conditions for the jssuance of permits for arms to the
members of diplomatic missions and consuler offices and persons having equal status;
dotailed principles of deposition of arms and munitions; model required documents,
etc.

There are soparate legal previsions relatng to the possession and use of
firearms and explosives by swte bodics and their officers responsible for the
maintenance of national security and public order as we!l as Armed Forces.
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logiv

The Law of 21 June 2602 on explosives for civilian use determines principles
of issuance and withdrawal of permits for acquisition and storage of explosives, basic
requiremerts in relation with explosives introduced te trade, principles of goveming
the transport of explosives and its control, conformiry assessment procedures and
marking of explosives,

Acquisition and storage of explosives for civilian usc requires permit, issued by
chief of provincial administration (representative of the Government in the province),
competent for the regxmd offloe of the requesting person. The Law specifies the
information required for the issuance of permit, conditions to be met by these persons
o obtain the permit as well as the cases when the permit should be denied or
withdrawn. Transport and wansit of explosives requires consent of the Minister for

Economy, Labour and Social Protection
There are executive regulations to that Law, which determine inter alia:

requirements of waining and examination of persons, who have access 1o expicsives,

model register of explosives, mocel request for permit,

There are scparate legal provisions relating to the pcssession and use of
firearms and explosives by state bodies and their officers responsible for the
maintenance of national security and public arder as well as Armed Forces.

Proviai 5 s and exzlosi

The provisions concerning the principles of economic activity relating to the
manufacturing and trade with ¢xplosives, arms, rnunitions and products and
rechnologies of military and police purposes are contained in the Law of 22 June 2001.
Executive regulations to that Law specify: conditions of sale of , scope and maaner of
verification of consistency witk these requutm:ncs, requircments as w Guality
assessment, regiswation of these sensitive matsriais, anc principles of managemznt n
terms of envirormentai protection and protection of human life and health.”
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Information concerning the contro} of external trade in goods, technologies and
services of strategic importance both for state security and for the keeping of
international peace and security

(text in extenso from: the inftlal Report — Annex 2)

1. Introdustion

FPoland belongs to e majority of states which have set their plans for economic growth
on the foundation of externa! trade.

However, the growing volume of internationai trace exchange fuels fears of
strategically sensitive goods, dual-use technologies, arms and military equipment falling into
the wrong kands. Which highlights the neec for continuous, meticulous and efficient contro]
of the flow of trade with foreign countries.

There are a host of reasons why so many states exercise control of their external trade
in strategic gocds and technologies, promineut among them being:

- nadonel security, delivered by preventing proliferation of mass deswuction weapons,
- pursuit of long-term international policy objectives,

- the need to keep international obligatians,

- ensuring national enterprises’ access to siate-of-the-ar technologies.

This also explains why sc many intzmational fizms have decided to rut in place their
own imernal control gystems.

An expeading, external trade-led Poiish economy rules out the prospect of each and
every transaction being administerad by the govemnmemt. This would trigger the growth of
procedures and mechanisms which would ef=ctively strait-jacket the contral system. This, in
wurn, would slow down, or cven impose constraints upon, economic growth.

It is certainly much easier tc stike a balarce berween the interests of the sizte and
those of company operators when the latter can understaad with crystal clarity the
signiticance of both foreign trade control and the rules goveming it,

That is why in modifying the export control system which had existed till the end of
2000, the Ministry of Economy has appliec its guiding principle whereby enterprise owners’
freedom 1o go ahead with their external trade contracts is contingent upon thedr obligation to
deploy -heir own internal control systems.

It goes without saying thet it ‘s the manufacturers of and dealers in goads and
technologies involved in external wade tha: have the most extensive knowledge of their
application and potential users. Which is asiother reason why Pclish firms are 50 important

players in tae country's external trade control system, their respective in-house control

systems being crucial in preventing transfers of sirategically sensitive goods to WIONg users.

An in-house contro! system it also in the interest of the Polish busizess cormmurcty,
because:

- it safeguards a Polish finm against @n inadvertent failure ‘o comply with the

regulations which would render i liable to sconomic sanctions and a fine,
- it can be a circumstance encouraging a lenient treatment of a Polish company (and its
boerd) should it be fourd in breach of zxport cortrol regulations,

15
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- its absence can affect busineas contacts with foreign entities, should the iatter insist
on adherence to trade contyol principles.

The system belng proposed to Polish company operators is fuily consisten: with
international standards, is structured in keeping therewith and uses the identical tuminology.

The concept of intarnal control system has been prompied by cooperation of the
business community and:government institutions aimed at preventing stockpiling of arms and
dual-use goods and technologies which could pose a threat to internationa! peace and security.

The deployment in a Polish finn of an in-house control syswem is as important for the
firm concemed as it is for the whole country.

In Poland, the cantro] of external trade in strategic goois is regulated by the 29
November 2000 Law cn extzrmal trade in goods, technclogies and services of strategic
importance for state security, as well as for mternational peace and security,

More than 30 of the world’s most advanced nations are parties to the international
system of control of trade in amms, as well as dual-use goods and technclogies, hammered oat
by imernational non-proliferation organisations and control regimes.

Poland is a member of all non-proliferation organisadons and groupings and has
ratified all relevant internafional conventions and treaties.

We cooperats with parties 1o the said agreements and regimes with the aim of
furthering regmna. and international aecurity and swability through erhenced transparency and
responsibility in handling transfers of conventional weapons and dual-use gcods and
technologies.

The said cooperation is focused primarily on:

- countering the growth of the military capabilities of states posing a threat to
internationa: security,

- blozking the proliferation of mass-destruction and conveational weapons, as weil as
echnologies serving develgpment of both,

- imposing constraints on trade prejudicial o certain institutions and organisations
based in countries covered by tota! cr partial embargoes of the United Naticns Organisation
and the European Union,

- bringing to a heit trade exchangs with swates fighting wars and supponing

unternational terroriam, . o
- pursuit of joint operations targeting recognised or suspected terrorist organisations,

Poland's membership of NATO today, and of the European Urion in the near future,
has prompted modifications of legal regulations, mechanisms and procedures relevant to its
external trade in armaments and military equipment, as well as dual-use goods and
wchnologies.

On 1 Jamuary 2001 & law came irtc ‘orce regulating the country’s external trade in
goods, technologies and services of s'rategic consequence for its security, as well as for the
keeping of international peace and security.
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L 3

The law incorporates mechenigens ensuring implementation of the Buropean Union
Code cf Conduct in Arms Export which in June 1998 won approval ffom the EU's General
Affairs Coungil.

The essumption behind the new legal regulstions is that - like in BU member states
and NATO - the control in Poland of exiernal trade in arms and dual-use goods is the resultant
of business people interacting very closely with the government administration, The idea of
Poland’s external trade contro! system is undetpinned by the corcept of industriel enterprises,
trade companies and research and development centres running their own, in-house control
systems. Control on the ground must be organised by Polish manufacturers, exportets, users,
research and development centres, etc., manufacturing, using and exporting dual-use goods
and technologies, military equipment and a-maments subject to interrational control. Control
must also be exercised by brokers, dispatchers, hauliers, operatars of cargo-handling plants
and trade consultants on their own turf,

The track-recard of mature trade control systams highlights both the motivation of
manufacturers or exporters willing to succumb to control procedures, and the two-way flow of
information which between them pave the way to corfidence and cooperation between the
government administration, business people and scientists. The aim of such cooperation is to
deploy control mechanisms and procedures which - adding up 1o a control system meeting
international standards - will not constraig the Polish husiness people’s operating freedom
above the aecessary minimum, and will not put them at a disadvantage vis-a-vis their foreign
partners.

It has become necessary for Poland to embrace NATO and EU rules governing control
of trade in dual-use commodities and technologies, because exiernal trade contro! is moving
away from being an internal affair of individual states, and towards becoming the principal
commen forsign policy pillar upholding :nternational peace and the security of both NATO
and EU mernber states.

v i ined i ish lnw

The law regulating Poland's external trade in goods, techno,ogies and services of
strategic consequence for its security, as weil as for the keeping of intematioral peace and
security, encapsulates experierce accumulared by Poland over the years. I also incorporates
some earlier legal regulations which have been applied with positive results. These include
procedures governing the issuance of licencss, their withdrawal and change, tie institution: of
imernational import cenificate, delivery verification certificate, the end user's s:atement and
turnover contral. Due awention has further been given thersin 1o key elements of external
trade contro! in dual-use goods and techoclogies, as well as armaments, applied scross
European Union member states and NATO. In sum, the law:

- introduces gensral and globel licences covering export, imnort cr tramsit of goods or
technologies subject to control,
- extends control to commodities which co not figure on control lists if there is no certainty

about their end use,

= ushers ir. cortrol of Tade in “clusive” techrologies, i.e. which can be wansmitied by way of
computers, fax machines and telephones, or coaveyed during training courses,

- makes possible involvement of a company in the exercise of control of external trade in
strategic goods,

- lays the groundwork for development of partership and cooperation of business operators
with government administration.
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The law says that the ban on exicmal trade in strategic goods and services remains in
force unless a business operator has complied with all the terms and restrictions lald down in
the sald law, in otber laws, as well as international agreements and arrangements. In other
words, an export, import or tranait licence, or one covering services issued by the Ministry of
Economy is & privilege bestowed on a business owner who has complied with all the relevant
terms and conditions established by law and !aid down in international agreements and
arrangements. Such a privilege - which takes the form of a licence — can be withdrswn ar
changed, or else, the enterprisc owner may be denied it at all.

The new, modified concept of external trade control draws its strength from internai
contro! and turnover management systems cxisting in each and every enterprisc trading in
strategic goods. Mechanisms ensuring correct order delivery-related decision-making and
suitable verification thereof,
are vital components of such systems.

4. Export control

Purauant to the aforesaid law, the Ministry of Economy demands that a Poiish business
owner submit an end-user's interrational import certificate or end statement, confirmed by the
relevant govemment authorities of a foreign ireporter,

The end-user’s statement :s issued bv g foreign end-user, and its contents must meet
the requirements of the Ministry of Economy. This statement, too, has to bear a confirmation
of both & foreign imporer and the authorities of a country of destination.

The document in question is used in «ll export ransactions with the aim of transferring
responaibility on to foreign trading parners and their authoritics, as well as safeguarding
goods against being forwarded wo unauthorisec destinations,

The statement shall:

- name the country of destination.

- furnish the name and address of (e end user,

- give a description of the strategic comumodity, its quantity and value,

- name intermediate recipients and buyers,

- contain an urdertaking not to pass ~he strategic cormmndry o question oa 10 any oOther
recipient withou! a pricr sonsent of Polish trade contre] agercies. It should further contain an
undertaking to the effect thet a foreign end-user and importer shall not:

- re-export,

- sell,

- lend to any entity,

- or in any other way dispose of the goods/technelogies named in the statement outside the
end-user’s country, without a prior consent of the Government of the Republic of Polend.

This undertaking also covers spare parts, specialist equ:pment, documentation and
instructions needed for post-sale mainterance and servicing.

The undertakings to be entered at the Ministry of Bconomy's request irto an end-
user's statement, a foreign irmporter's starsment and a confinmation issued by the goverument
administration of an end-user's counury, allow to cede all responsibility to foreign authorities
and reduce w & minimure the danger of & shipment of goods 2nding up at the address of an
unauthorised user. ‘
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SJmpert control

The Ministry of the Economy can, pursuan: to the 29 November 2000 law, issue an
import certificate, or confirm the statemens of an end user, only when the authorities of a
forelgn importer's country so require.

The law further stipulates that the international import certificate and the end-user’s
statement are documents meant to be submitted to the appropriate authorities beyond Poland’s
borders. They testify to the Polish importer's credibility and to his boing subject to the
relevant agencies’ control of his transactions involving import to Poland of Strategic goods.
The Ministry of Economy can refiss to issue an import certificate or deny a confirmation *o
an end-uset’s statement if it cannot cbtain & confirmation of oontrol being exercised over
imports to Poland, or there is no guarantec that trade in strategic goods will be conducted in
keeping with the provisiors of the law.

6. Contro!l of trade in goods which do not figure on contro} lists

Polish legal regulaticas make a busincss operstor duty-bound to apply for an export
licence, or & Licence to braker cxports of 800ds not entered in the lists of strategic goods, but
the handling of which requires & licence, i* he knows or has a legitimate resson to surmise
that:

- the goods or services he is about to export can be utilised - ir: toto or partly — for breaking or
suppressing human rights and basic feedoms,

- his delivery of goods will pose a threa: to peace or will in some other way contribute to
upsetting the stability of the region,

- the final-destination country supports terrorism, makes it easier for terrorists to operate or
encourages terrorism or international crire,

- the goods he is about to export cax be used in a manner other than ‘0 meet the receiving
nation's legitimate defence and sccurity-related needs.

L Trensit consrol

Under the above-mentioned law. the transi:ing of a duai-use commodity which has
originated ‘n a foreign country requires a licence. The laster is issued by the director of a
border customs office at the request of & haulier.

Licences for indirect transit are issued by the Ministry of Economy. Indirect transit
consists in transport of armaments and duai-use goods and technologies across the Poligh
customs area, as well as transshipmeru thereof, say, in a seaport.

Export, import or transit of strategic §00ds must be handled solely by specially
designated customs offices.

8. Issusnce of licences

Admicistrative decisions preceding the licencing of exterral trade in strategic goods
erc also clements of control. Licences ase jssued by the Ministry of Economy aad cover:

- export, import and tansit of dual application goods and technologies, as well &s arms and
military equipment,

- gifts, lending and leasing of the said goods,

- dispatching, transport and ioading services,
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- brokersge, trade consulting end assistance in concluding comcté involving trade in
strategic goods.

At present, only individual licences are issued for export, import and transit of arms
and military equiproent, or services associated therewith. They name a commodity or &
service associated therewith and the country with which an cperator is thus allowed to trade.

Under the 29 November 2000 law, after three years the Ministry of Economy will also
start issuing:

- general licences, covering a type or category of dual-use goods and indicating one or moze
countries a licence holder is thereby allowed to trade with,

. covering & type or & category of dual-use goods, without actually naming
countries that can be traded with in the said goods.

Apart from the aforesaid licences, the Ministry of Economy also issues international
import certificates and approve end-users’ siatemenss.

The Ministry of Economy issues un individual iicence after seeking an opinion on the matter
of the relevant institution and becomirg satiafied that the applicant has met all the conditions
laid down in the law of the Jand,

Under the 29 November law, institutions authorised to deliver opinions are:

- the Minister of Foreign Affairs,

- the Minister of National Defence,

- the Finance Minister,

- the Minister of Internal Affairs,

- the Head of the State Protection Office,

- the President of tke State Agency for Nuciear Research,
- the President of the Main Customs Office,

- the General Customs Inspector.

No licence can be issued without opirions given by the above institutiars.
10. Licen : ed

The Ministry of Economy refuses, on the strength of an administ-ative decision, 1o jssue an
export, import ar transit licence, or one covering the services associated with the trade in
question, if:

- the pursuit of such trade would be in breach of cbligations assumed by the Republic of
Poland under international agreements,

- the issuance of the licence would prejudice the interests of the fereign peiicy of the Republic
of Poland,

- such a decision i3 called for by natonal defence or security-related consicerations,

- such a decision is called for by imporiant economic interests of the Repub.c of Poland,
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- the applicant enterprise owner does not make any warranty as to the lawful conduct of his
operations.

The Ministry of Economy refuses to licence trade in strategic goods if it suspects that
all or part of the latter can be utilised illegaliy, or in 8 manner prejudicial 10 the interests of the
Republic of Poiand, for implementation, production, exploitation, operation, maintenance,
storage, detection, identification or proliferation of mas: destruction weapons, notably of
chemical, biological or nuclear weapons, as well as for the implementatice, production,
maintenance and storage of delivery synerns for such weapons.

The Miuistry can deny a licence to anycne if it fears:

- there is 8 risk the 2nd use or destinatior of strategic goads can be changed,
- the applcant business operator nas been in breach of regulutions governivg trade in strategic
goods.

Having heard the opinions of the aforesaid institutions, the Miniswy ¢f Economy can
at any time, on the strength of an administrative declsion, revoke or alter a licence already
issued to an individual opezator if at least one of the circumstances mentioned sbove has come
into play, or the operator acts in contravenzion of the terms laid down in the licence,

11. Control tigtx

The cwromly binding list of strategic goods was adopred in July 2001. It was
published as an annexe w0 & decres of the Minister of Economy. It replaced the previous one
of August : 998.

The list features arms and military equipment, as well as dual-use goods and
technclogies subject to externai wrade coniro,.

The Polish control lists (the list of d:al-use goods and tecknologies and the armaments
list) arc faithful wenslations of EU coatrol iisis, their contents stricily adhering 1o the
catalogue of items controlled within tze Europear Jnion,

12. The intexnal control syatem

Pursuant to the 29 Nuvember 2000 lew, before he fi'es an application for an individual
licence, the enterprise owner is under the obligation to check whether:
- the end-user intends to use the armaments for breaking or suppressing humen rights and
fundamentai freedoms,
- the arms he is about w0 deliver will raise & threat to peace cr In some other way will
coutribute to upseatting the regior's swbiliry,
- the country of uiumate destination supparts, facilitates or encoureges terrorism or
international ¢rime,
- the arms 10 be exported can be used for & purpose other than mseting the logitimate defence
and security-related needs of the receiving state.

To comply with the above requ:rements, the contractor is duty-bound 1o create and
8pply an in-hcuse system of conmwo! end management of trade in strategic goods to help him
ru each and every wensaction, with properties peculiar thereto and obligatory legal
regulations duly obsezved,
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Seen fraom the perspective of management, an in-house control system is an instrument
safeguarding a company againat actions incompatible with national trade control requirements

and relovant international arrangerents,
Fitted with their own, interna; control systems, Polisk firms wi!! be able to protect both

their cormmercial interests and their respective images internationally.

In September 2001 the Ministry of Economy supplied the business community
involved in external trade in strategic goods with a programme on CDs containing
information needed for the deployment of in-house contro! systems. The programme is
consistent with the nomms of the ISO 9000 series and additional requirements approved of by
the Ministry. It features the following elements of an in-house control system to be
incorporated by the recipients of the CDs in their respective systems;

- a corporate policy statement,

- personne] selection,

- data storage,

- training,

- order realisation procedures,

- notificaticn,

- analysis of the rejected applications lis:.
- product classification,

- analysis of risks raised by product destnation change,
- in-house control,

- systern certification.

The Ministry has launclied Taining sessions for companies in programme application
and in-house control systems.

13. Monitoring and control of firms involved in external wade in strategic goods

In May 2001 the Ministry of Economy receivad from the Government of the United
States a gift of the TRACKER system, consisting of computer equipment, complete with &
programme imparting automanton to licencing procedures. The system is applicable to
external trade in goods, technologies and services of strategic importance for state security, It
is also used for the maintesance of interrationa) peace and security. It can:

- store and process & much larger volume of data,

- run an autoratic archive of both the consecutive phases of consultation and oginions
given,
- analyse in-depth botr decision~making processes and information pertaining o
goods, technologies, services, applicants and other part.es to a contract.

- prepare export, import, transit and service licences,

- prepare certificates,

- impart greater efficiency to export, unport and transit contro!l.

The TRACKER system defiritely improves the efficiency of the decision-making
process, the latter requiring, among other things: '

- that several control lists cf goods and technologies be used, and that diverse modes
of conduct worked out within the respective frameworks of four different imemational non-
proliferation. agreements be taken into account,
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- adherence 1o the decisions of irternational organisations imposing constraints on
trade wita certain countries,

- that decisions taken in previous periods be appealed against; that applications for
licences by domestic firms be filed with due account being taken of several moths needed for
the process of licence-issuing to e completed; and that import certificates and end-user
staternents be correlated with export licances,

- that risk data bases, created bod in reliance on in-house and domestic, as well as
external informetion be consulted,

- that agreements with other countries banning re-exportation of imported goods and
spare parts do definite countries be duly taken into account,

- that exchange of information gets off the ground between intemal organisational
units and the Ministry of Economy and interested government offices and agencies.

14. Control of the busipness community

The TRACKER systemn further mekes pessible building a data-base of companies
which act in defiance of the law of the land or are ir need of improving their krowledge
thereof Information stored in the svstem comes in handy when companies involved in
external rads in straiegic goods are being controlled.

The contwollers, in particular, loock into:

- & company's records for eny inconsistency with its wading licence; they verify a
transaction after its completion,

"~ - the operation of an in-house sontrol system,

- the way a company keeps its records of trade in strategic goods.

The Ministry of Economy is ip charge of the said controls with experts from reievant
govemment offices and agencies taking pact.

In the event an irregulariry is uncovered in his external trade in strategic goods, the
Ministry of Economy summons the businaess owner responsible to re-embrace the ruies within
one month from the delivery of the summmiens When this fails to produce the sxpected resulis,
the Ministry of Economy revckes his licence by administretive decision.

In the case of a globai anc/cr geznerel licence, the Ministry of Economy issues an
adminigrative decision forbiddirg a businessman 1o use the licente and advising of its
decision the opinicn-giving institutions.

The businessman stands a chance of being issued another licence byt no sooner than in
3 years after the withdrawal of the former licence has become final.

Under the 26 November 2000 law on external trade in goods, technologies and services of
strategic importance for the security of the stats, and aiso for internatioral peace and security.

- Whoever is involved in unlicenced export, import, transit or services associated therewith, or
even unintentionally acts ia contravention of the conditions laid down in his licence. is liable
to a prison sentence of up te 10 yeers.

- If a perpetrator has unintentionally ¢onducted trade ip contravendon of the conditions laid
down in his licence, and has re-established his company’s conformity with the law, he is
liable 1o & fie, restriction of freedom or imprisonment of up to two years.

- If a sentence has been impoaed for the aforesaid offences, the court can order confiscation of
the swrategic goods or other items used, or meant tc be used in committing the offence, or
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obtained through crime indirectly or directly, such as legal tenders and equities, sven if these

are not owned by the perpetrator.
- Whoever obstructs control of a company is liable to a fine.
- A busitess operator involved in trede without a valid licence is fined up to 20,000 zlotys by

a trade control institution.
- A business operator who is involved in trade conducted in conwravention of the conditions
laid down in his licence is fined up to 130,000 Zlotys by & trade contro! institution.

16,

The aforesaid system of control of external trade in goods, technologies and services
of strategic importance for the security of the state, and also for intermational peace and
security went into effect on | January 2001 and is now in the initial phase of implementation.

Its effectiveness is contingen: on full commitment thereto of all those involved in
trade. Polish business owners must further understand that their submitting to control
mechanisms and procedures, which add up to a control system consistent with internationel
standards, is not tantemount to a surrender of any of their operating freedom, but can in fact
turn out to be a su/ generis privilege.

One can accept that by introducing a control system and imposing restrictions on
deliveries of arms, military equipment, as well as goods and technologies which might be
used by terrorist organisations for production of mass destruction weapons, Poland has joined
the pursuit by the international coemmunity of a common policy to help safeguard international
peace and security.

To fully understand the roie being played by all these taking pert in the control system,
the Ministry of Economy has launcked a series of training schemes for businessmen. These
are being financed from foreign furds which, however, will siop being available in the near

future.

The conticuation of these and other actions assisting the inclusior of enterprise owners
in the contro] system should be financed from the siate budget.

The said training schemes should further be extended to cover university-level
schools, research and developmen: institutions and other centres representing advanced
degrees of technoiogical accomplishment. as these organisations have at their disposal what
is known as “elusive technologies” The wransfer of these strategically important technological
assets very often takes place in the coursc of scientific seminars, conferences and training
sessions, which i3 why & degree of self-control should be exercised in the conveyance of such

knowledge.




